**Videregivelse af data til videnskabelige studenterspecialer**

Denne erklæring anvendes, når en forsker ønsker at videregive forskningsdata indeholdende personoplysninger til en studerende til brug for dennes speciale.

Forskningsdata kan være pålagt begrænsninger i forhold til videregivelse, eksempelvis aftaler fra oprindelige datakilder eller særlovgivning som stiller krav om fx anmeldelse og indhentelse af tilladelse hos andre myndigheder, fx Videnskabsetisk Komité. Er det tilfældet, er denne erklæring ikke tilstrækkeligt grundlag for en lovlig videregivelse af forskningsdata.

Vær opmærksom på, at denne videregivelseserklæring **ikke** kan anvendes;

* når videregivelsen sker til behandling uden for databeskyttelsesforordningens territoriale anvendelsesområde (fx USA).
* når videregivelsen vedrører biologisk materiale.
* når videregivelsen sker med henblik på offentliggørelse i et anerkendt videnskabeligt tidsskrift eller lignende.

I ovennævnte tilfælde, kan videregivelse kun ske efter forudgående godkendelse fra Datatilsynet[[1]](#footnote-1).

|  |
| --- |
| Oplysninger fra modtagere af personoplysninger fra AU med henblik på selvstændigt brug til videnskabeligt studenterspeciale |
| Studerende[[2]](#footnote-2), der modtager personoplysninger | Navn: AU-studienummer:  |
| Titel på studenterspeciale |  |
| Ved videnskabeligt forskningsformål forstås en undersøgelse af en veldefineret problemstilling med henblik på opnåelse af ny viden, som vil kunne generaliseres. |
| Formål med studenterspeciale |  |

|  |
| --- |
| Oplysninger fra afgiver af personoplysninger fra AU til videnskabeligt studenterspeciale |
| Forsker, der afgiver personoplysninger | Navn: Institut:  |
| Løbenummer fra AU’s fortegnelse[[3]](#footnote-3)  | Løbenummer: Navn på forskningsprojekt:  |
| Begrundelse for at personoplysningerne er konkret nødvendige for studenterspecialet | [Beskriv det konkrete behov, herunder hvorfor anonymisering af personoplysningerne ikke er muligt] |
| Begrundelse for at studenterspecialet har en væsentlig samfundsmæssig betydning | [Beskriv argumenter for samfundsrelevansen] |
| Bekræftelse af, at studenterspecialet indebærer videnskabelig forskning | [Begrund konkret, at der er tale om videnskabelig forskning] |
| Hvilke personoplysninger videregives | * Navn
* CPR nr.
* Andre identifikationsoplysninger (beskriv herunder)
* Helbredsoplysninger
* Væsentlige sociale forhold
* Seksuelle forhold
* Racemæssig eller etnisk baggrund
* Religiøs overbevisning
* Filosofisk overbevisning
* Fagforeningsmæssigt tilhørsforhold
* Strafbare forhold
* Politisk overbevisning
* Biometriske data
* Genetiske data
* Andre (beskriv herunder)
 |
| Hvilke IT-systemer må den studerende behandle personoplysningerne i? | [Angiv hvilke AU IT-systemer der kan anvendes, fx analyser på virtuel maskine mv.] |

**Kun sådan må de modtagne personoplysninger anvendes af den studerende i studenterspecialet:**

* Kun anvendes til formålet med studenterspecialet.
* Personoplysningerne må ikke deles eller videregives til andre.
* Personoplysningerne er fortrolige og må ikke ses af eller fortælles om til andre.
* Det er den studerendes ansvar, at de modtagne personoplysninger opbevares sikkert. Personoplysningerne må kun opbevares i de anviste IT-system, som Aarhus Universitet stiller til rådighed for alle studerende. Der må ikke arbejdes uden for det anviste IT-system, hverken lokalt på en computer eller i andre cloud-løsninger (fx DropBox).
* Personoplysninger skal altid slettes i det anviste IT-system, når specialet er bedømt og klagefristen er udløbet.
* Specialeafhandlingen må ikke indeholde personoplysninger, med mindre den person hvis personoplysninger du beskriver har givet sit samtykke til dig. Personoplysninger skal derfor anonymiseres, når de anvendes i specialeafhandlingen, så det ikke er muligt at identificere enkeltpersoner.
* Det er dit ansvar at sikre, at data, der trækkes ud af det anviste IT-system for brug i den endelige specialerapport, er fuldt anonymiserede, inden de trækkes ud.

Da Forskeren arbejder med de samme datasæt som dig, vil vi gerne høre fra dig, hvis der sker sikkerhedsbrud, når du arbejder med de modtagne personoplysninger (fx hvis du mister data eller andre får adgang til data). Kontakt Aarhus Universitets databeskyttelsesrådgiver på dpo@au.dk.

**Underskrifter**

Jeg har læst og accepteret betingelserne for, at jeg kan modtage personoplysninger og for, hvordan jeg arbejder med personoplysninger i forbindelse med mit studenterspeciale.

Dato:

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

Studerendes navn:

Jeg bekræfter, at personoplysningerne er konkret nødvendige for studenterspecialet, og at studenterspecialet er videnskabelig forskning. Personoplysningerne videregives først efter at videregivelsen er registreret ved AU’s fortegnelse over videregivelse af personoplysninger fra forskning.

Dato:

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

Forskers navn:

Som Institutleder godkender jeg videregivelsen og bemyndiger Forskeren til at registrere videregivelsen på AU’s fortegnelse i videregivelsesskema.

Dato:

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

Institutleders navn:

1. Datatilsynet skema findes [her](https://www.datatilsynet.dk/media/6890/videregivelsesblanket-forskning-pdf.pdf), og indsendes efter udfyldelse til legal@au.dk [↑](#footnote-ref-1)
2. Udføres specialet af flere studerende, som er ansvarlige for behandling af personoplysninger, skal der indgås en aftale om fælles dataansvar mellem de studerende. Skabelon til aftale om fælles dataansvar findes på AU’s hjemmeside for [studerende](https://studerende.au.dk/it-support/informationssikkerhed/databeskyttelse-gdpr/). [↑](#footnote-ref-2)
3. AU kan kun videregive personoplysninger, såfremt behandlingen er registreret og godkendt ved AU’s fortegnelse over forskningsprojekter indeholdende persondata. [↑](#footnote-ref-3)